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Abstract
In this paper I argue that within the wide milieu of the network society the relation between those who use power and those who are affected by that power radically change. With the help of a three faces framework, I will demonstrate that the technological revolution of the last decade has significantly altered the balance between government and subjects. The transformation of Government in e-Government is not simply a means to increase efficiency and economic gains, but it is also an element of power. Therefore, it can be approached from three different perspectives, three descriptive modes of relating itself with power: 1) as a new form of Governmentality attempting to create a favourable environment where behind the benevolent façade of the perfect service provider, it is hiding a subtle system of control. 2) As a quintessential Big Brother of the internet age, where the technology serves as a strong amplifier of pre-existing patterns of domination: it gives the State extra power to see everything and control everybody; 3) lastly the e-government revolution can be seen as carrying within it the seeds of the future of democracy. In fact, embedded within it, there is an element of weakness that in the long term can produce a series of cracks in the existing structure of domination, that is to say a better balance among the agents actively involved in the democratic process. 
1. Introduction: The Three Faces Framework

The technological revolution of the last decade has spurred a radical transformation in the concepts and matrix of Government and Governance worldwide. The meaning of this radical transformation is encapsulated in a hyphened highly debated and already very popular word: e-government. That hyphen itself can be seen either, positively, as the symbolic link between the past and the future of government institutions or, negatively, simply as the mark of an impossible hybrid. 

This paper aims at sketching out the boundaries of the future battleground for political activism within the tightening meshes of the network society. To do so, I initially argue that to understand properly that radical transformation one must first fully comprehend the concept of e-government.
Technically speaking, e-Government or electronic government is often defined as the use of information technology’s unique characteristics
 in matters of governance to enhance and provide a better, more sophisticated, fast and smooth, service delivery to citizens and businesses (US General Accounting Office, 2002: 4; United Nations, 2003: 1; Graafland-Essers and Ettedgui, 2003: 5). On a larger scale though, e-Government is perceived – or advertised – not only as an opportunity for governments worldwide to drastically cut the cost of bureaucracy, and increase its efficiency, but it is also regarded as an invaluable tool for bridging up the gap between the citizens and the executive and the legislative powers. One of the pillars of the ongoing process of reinventing and enhancing democracy in the 21st century, is represented by the difficult goal of re-establishing contact – that is to say trust and dialogue – between the State and the Citizens; within that context, e-government is understood as the key step in achieving such a goal. In fact, as some scholars remark, the marriage of government with Information Technologies will allow the government not only to do “things that [it] has always done differently [but also to do] new things that it did not do before” (Margetts, 2003: 13). In the long run, it might bring with it a rich dowry of “multiple [positive] consequences for different aspects of Democracy”, for example “strengthening transparency by publishing official information about regulations, policies and procedures […] or […] stimulating civic activism through public consultation or providing opportunities for citizens to cast an electronic ballot.” (Norris, 2003a: 3)
However, contrary to what most of the literature focuses on, the concept of e-Government does not only signify efficiency gains and economical benefits – for both the government and its subjects. But more distinctively it underpins the changing and thickening relation between government and power in the age of the internet, which is, in my opinion, the most striking, yet complex, element embedded in this transformation. 
In this paper, I argue that the e-government revolution, potentially, carries with it two different outcomes: on one hand, in the long run, the overall e-government project could represent a greater and long lasting threat for citizens’ life and freedom. On the other hand though, it could be an unrepeatable opportunity to find a suitable answer for an old, yet unanswered question: can human beings find durable ways to seize, balance and control power? 

In short, my argument here is that within the wide milieu of a highly advanced technological society, whose backbone is represented by a 24/7 online network of nodes exchanging an unlimited quantity of data, the means of holding and using power radically change as it changes the relation between those who use power and those who are affected by that power. With the help of a three faces framework, I will demonstrate that e-government is not simply the technical enhancement of a government’ ordinary businesses, a multiple stages process to achieve the highest quality of service delivery. But instead, from the perspective of power and the network society, it is rather something more complex than that: once the final stage of this long process is reached, that is to say once the virtual government – as I call this stage – is fully operational, we will end up dealing with a more sophisticated – if not an entirely brand new – political creature. A creature with three different faces, that is to say three different ways of relating itself with power. These three faces, however, are by no means to be taken as true descriptions of existing realities, rather each of them is an idealtype, “an intentionally produced mental construct or [as Umberto Eco calls it] cognitive type that is very useful for heuristic and expository purposes, for naming and clarifying the myriad of elements of a complex social reality, even though it cannot be found in such pure form anywhere within the social world itself.” (Keane, 2003: 8. Emphasis added.) 
In the first part of this paper, giving a broad overview on how the passage to e-government is understood and/or advertised, I describe its political perspective and expectations, that is to say its technical stages, promises, hopes and problems. In the second part, I illustrate the three faces of government in the age of the Internet. In sum, the first face is the one that sees e-Government as: 1) as Service Provider or the evolution of the state from the Weberian bureaucratic structure to a new fully digitalized, flexible, truly reliable and open service provider which creates a more friendly relationship between the government and its subjects. Within the context of democratic states, the theory behind this first face is that, while stepping into the digital age and describing this shift to the e-status as a huge improvement for the quality of life of its citizens, governments are in reality, and in a rather seemingly inoffensive way, laying down the foundations for a new environment and a new mechanism of securing the compliance of the willing subjects. To clarify beforehand, I am not here stating that that is the hidden agenda of governments worldwide starting the digitalization of their businesses. Nonetheless, pointing out with Steven Lukes that “the exercise of power does not require being intelligent and intentional” (2005: 136 – emphasis added), it is my opinion that the unexpected outcomes of such revolution are potentially shaping up that kind of society.
2) The second face is the one that considers e-Government as the quintessential Digital Big Brother. It is the one more feared by scholars and internet users. In this section, I will argue that the e-government revolution reinforces a state’s power over its subjects, providing the government with better tools of surveillance. In other words, the internet seen as a strong amplifier of already existing patterns of authoritarian power. To depict it, I will focus my attention on the People’s Republic of China.
3) The third face is the one that sees e-Government as One-among-Many. To be more precise, the global network that serves as infrastructure for the e-government project is owned by no one. Within this context, a government is just one of the many users – by no means the owner – of that infrastructure. Being part of such a network spawns what I call a condition of shared weakness among its users. Focusing my attention on the work of political activist groups and watchdog organizations such as MoveOn.org, DynaWeb, and Reporters without Borders, I will show that this condition of shared weakness can eventually undermine a government’s power by making it vulnerable to intrusion and more open to accountability. 
2. e–Government from a political perspective

2.1 Political Principles and Technical stages

After more than a decade of trials and errors, it has already become clear that the passage from Government to e-Government, from the old well known unsatisfactory bureaucratic service provider, to the brand new perfect form of seamless government, cannot simply be reduced to a matter of numbers and statistics: namely regarding computers penetration rates and internet usage; and indeed it is not just a matter of putting a website online (Pardo, 2000) or/and enabling an online tax payment system (United Nations, 2002). It is a long-term project, an extraordinary financial investment
, that, rooted into a set of core principles
 widely shared by many of e-government projects around the world – regardless of their geographical, economical, or political background –, requires, first of all, a strong political will and commitment – especially from political leaders – in order to efficiently deal with the sometimes “disruptive change” that such transformation carries with it; a will and commitment to persist “when benefits take time to emerge, to respond when things go wrong, and to establish visions and plans for the future”(OECD, 2003: 3). Furthermore, a successful e-government project crucially requires what the Organisation for Economic Co-operation and Development (OECD) calls Common frameworks among government agencies. In fact agencies must work together, in cooperation “to ensure interoperability, maximise implementation efficiency and avoid duplication” (OECD, ibid.). All in all, it is a rather complex and compelling process that involves many interconnected – often overlapping – development stages: for example on the social, political, economical, and educational level. 
To summarise and clarify the whole process of transformation, I will use a five-stage model drawn from several authoritative sources (Deloitte Research, 2000: 21-4; United Nations 2002: 10; UK National Audit Office, 2002: 11; World Bank, 2002: 3-5). These five stages are: 1) basic electronic commitment 2) increased online presence; 3) interactive government; 4) transactional government; 5) virtual government. Beforehand, I must emphasize that albeit – for reasons of clarity – these stages are here ordered in a progressive sequence, however in the real world they often overlap, and the distinction between them can be rather thin.
1) Basic Electronic Commitment:

The first stage occurs when the leadership of a country decides to initiate an e-government project
. Agencies start publishing or simply make available online essential information and documents with regard to their work, duties and services. In this stage, the role played by the web resembles that of a bulletin board or a brochure, with the difference that on the web that same information is not conveyed in a sheet of paper hanging on a wall, or delivered in a post box, but it is in electronic format and therefore it is accessible online, from anywhere at anytime. 

2) Increased online presence: 

In this second phase the quantity and quality of the government’s presence online expand significantly although not dramatically. The website becomes more dynamic and functional: news are regularly updated, contacts (few) are made available together with web-links to connect with other agencies; forms and official documents or legislations are available for download and printing. In practice, however, there is no interaction and very little freedom: users cannot submit forms online, navigation is limited to a certain number of government’s agencies and although the website has become an important source for distribution of information, yet it enables no communication between the front office and the back office.

3) Interactive Government.

This is probably the keystone in the whole process, in fact it is during this third phase that government start becoming e-government: the website and the web – intranet and internet – are not any longer considered simply as a sort of make up of government processes, but they become a useful and practical tool for both staff and citizens. The quantity and quality of documents available online increase exponentially; the website boosts its interaction with citizens providing extensive email contact list, tailored news feeds, specialised and customizable search engines and databases; forms and requests can be submitted online; the website also becomes the virtual link between the front office and the back office. However at this stage there is no possible financial transaction, in other words users cannot use the web to pay online.

4) Transactional Government

In this fourth phase a government website is already a single entry portal
, which functions as gateway to each and every government agency website, even to those whose existence is rarely known to the average citizen; front an back office are fully linked, the intranet is the indispensable backbone for the government’ staff daily working routine. The agency website is now fully interactive with highly sophisticated search engines and database, providing a whole range of transaction facilities: for example, depending on which agency website the users logs in, he can pay taxes and fines; he can request or renew a visa, or a driving licence. This phase requires a high level of security and privacy, as citizens engage in complex transactions with the government involving exchange of personal data. In order to speed up and to facilitate procedures, exactly as in a bureaucratic environment, but electronically, users’ information are stored in “files” in government electronic databases: the files are always accessible from anywhere in the network. Yet, during this stage, agencies are not interoperational, that is to say that they do not communicate with each other. 

5) Virtual Government.

This is the final stage of e-government. According to some reports, only for few countries this stage represents an achievable – although yet futuristic – ultimate goal; but for the majority of governments worldwide it is rather a mere chimera (UN Report, 2002: 20-21). In this fifth step, all agencies and services, information, and transactions are available online and channelled through a single entry point portal. At anytime and from anywhere in the network, Citizens can log on and initiate a process of full interaction with the government as a whole: the government in its entire multipart complex structure is virtually one click away. Local, regional and national levels become one, in fact they are not only and simply accessible from the portal, but the portal itself is the one-stop needed to citizen to interact with those levels. Through this virtual seamless government (UN, 2002: 10), the intricate, hidden and often incomprehensible chaotic net that for citizens once was synonym of governmental bureaucracy, becomes order, and synonym of accessibility. The webpage is fully customizable, data are shared across agencies. From the administrative and bureaucratic perspective, everything a citizen might need is available on the one page before his eyes: from that single personal interactive and dynamic webpage in the government website the Citizen is granted access to his own entire civic history. Without moving from his desk, or from his initial webpage, a Citizen can view and manage his “files” in the entire bureaucratic realm: from the cradle to the grave. He can process multiple transactions and by doing so he simultaneously updates his information (files) in each and every government agency. One important achievement of this process of transformation is related with the different perception citizens have of their government. In fact,  once citizens have registered their profile, that is to say once the government’ database has fully collected all citizen personal data, thanks to zero touch technologies, “where transactions do not require any active intervention by a human employee to be accomplished” (National Audit Office, 2002: 11), the government in its electronic form has the ability to “analyse [the data users have submitted] and anticipate [their] needs”, providing, for instance, useful and up-to-date information on government and other businesses, or simply reminding important deadlines.(Ibid.) In other words, ideally, in this final stage, the government becomes a friendly co-operator in the often too complicated web of rights and duties that is a citizen’s life. 
2.2 The state of things: political promises, hopes and problems

Government websites are already “the most important public face of the internet” (Norris, 2003: 115), and yet no administration has achieved the final stage of virtual government. According to figures published by Taylor Nelson Sofres (TNS), by the end of 2003, on average, only the 30% of worldwide adult population had used online government services (See table below). 
Percentage of population who used Government Online services in 2003
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 In the TNS report, the top of the list is occupied by the Nordic European countries, especially Denmark (63%) and Norway (62%), closely followed by Singapore (53%) and Canada (51%). US, Germany, UK, and all the other major industrialized countries are instead well below the threshold of 50% usage. 

Commenting on those figures, Nuala Moran on the Financial Times remarked that “[t]his underlines what a long way even the most committed and determined governments have to go in reforming services and delivering them online.” (Moran, 2004: 6). Nevertheless, many in the public and private sector firmly believe that the final target is not that far away, and it is only a matter of time for this radical transformation to reach its definitive apex, most likely in the near future. 

In United Kingdom, for instance, the Prime Minister, Mr. Tony Blair, announced in the year 2000 that all Government services delivered to the Citizens and Businesses will be available electronically by the end of 2005. In that occasion, Mr. Blair remarked that “[t]he whole shape of our economy will be changed by this new technology, that's why UK Online is so vital” (BBC, 2000)
. On a larger scale, in 2002, during the Seville European Council (21/22 June), in accordance with the Lisbon strategy’s main goal (March 2000) - “to make the European Union the most competitive and dynamic knowledge-based economy with improved employment and social cohesion by 2010” (Lisbon European Council: 2000)
 - the European Commission set out the target that by 2004 all Member States’ e-government projects should be at least at stage 3, the interactive government stage,  ensuring “that basic public services are interactive, where relevant, and accessible for all.” (Communication from the Commission to the Council, 2002: 11-12.)
Although there is no certainty about meeting these targets, figures clearly show that e-Government has become a widespread phenomenon (See Table below). 

Number of Government Websites per Each Country
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The numbers of countries worldwide initiating a project of e-government has rapidly increased: in 2001 there were a total of 179 countries involved in e-government projects at different levels generating an overall sum of 14,484 government websites (Norris., 2003: 117)
, in 2002 the number of countries had increased to 232, whilst the websites’ count went up to 17,929 (Governments on the WWW: 2002). 

On the one hand, these figures give evidences that e-Government is definitely one of the major priorities in the agenda of many developed countries; on the other hand though, if combined with other sources, they show patterns that seem to give foundations to the hopes of the many that see the internet as the perfect medium to help those countries lagging behind in finding the way out from chaos and poverty. “[I]nformation technologies”, remarked the UN Secretary Kofi Annan, “can give [them] the chance to leapfrog some of the long and painful stages of development that other countries had to go through.”(Annan, 2002)
Singapore is a good example of how Information Technology has become a precious “engine of growth and competitiveness, even beyond the borders of the rich industrial countries” says Augusto Lopez-Claros, the Report co-editor and Director of the Global Competitiveness Programme at the World Economic Forum (World Economic Forum, 2005): according to a recent report, Singapore has overtaken the United States as world’s top economy in exploiting global information and communications technology (Dutta and Lopez-Claros, 2005). In a number of categories – quality of maths and science education, affordability of telephone connection charges, and government prioritization and procurement of ICT – Singapore resulted the world’s number 1 out of 104 countries surveyed (ibid.)
.
Scepticism nonetheless often arises from e-Government talks: the unjustified hopes spurred by the emperor’s new clothes could easily prove themselves a hoax. In fact, after all, as Pippa Norris comments “[t]he issue of e-governance [still] remains a process under development, with innovations being tried in many countries as part of broader reforms of the public sector.” However, she points out, “[t]he early optimism that Internet would transform the relationship between citizens and the state has been tempered in more recent years by greater scepticism about the power of technology to alter bureaucratic government organizations, deep-rooted patterns of civic engagement, and the structure of the state.” (United Nations, 2003: 101)
The problem is that as we have just entered the digital age, stats and evaluations are only based upon fragile and not yet fully tested hypothesises and on not entirely reliable sources. Norris correctly remarks that “the rhetorical promises for the revolutionary powers of new technologies to reinvent government are often exaggerated by industry-sponsored reports seeking to market commercial products to the public sector” (2003a: 9). In addition to that, one must not forget that, from a historical perspective, the last fifty years – which is to say since the first mainframe computer became part of the machinery of government - are “littered with disasters” (Margetts, 2003: 14). Helen Margetts reminds us that in the past decades a series of “projects that have run over time, [and] over budget” (2003: 14) have wasted millions of pounds of public funds and have at the end produced nothing but disappointing results. With particular reference to the UK Government experience, among the many examples, one may quote the 2002 “£50 million and 6 months over budget” project for the £200 million computer system of the Child Support Agency and the disastrous ICL Pathway (now Fujitsu Services) project that “aimed to create a Windows NT-based network to automate retail sales at 19,000 Post Offices and to create a system to authenticate benefits claimants using swipe cards”. The ICL project was instead cancelled in May 1999, and the Post Office was left with no other choice but paying out of his budjet the sum of £800m pounds to buy the retail network (Computing, 1999)
If the renowned English bookmakers were accepting bets on the topic, with the data currently available, the odds would probably be even for both parts: in the next decades, information technology might equally turn out to be either a precious resource for the democratic enhancement of society or the black hole of public budgeting. Unquestionably though, within the shaping up boundaries of the political strategic framework for the unfolding future – of both developed and developing countries –, on the one hand,  we can certainly say that the e-government revolution plays a key role in creating new applications and ways of interaction between public service providers and citizens
. On the other hand, instead, looking carefully at the whole process of transformation, that is to say, considering its complexity within the wider framework of a network society, what it seems to me still lost in the confusing mist of the political rhetoric and in the quick sands of numbers and stats is rather something else. It is not the strong relationship between economy and information technology, that seems quite clear; but, more in depth, what is in need of clarification is the yet unfathomable hidden nature of the creature produced by the union between technology and society; and precisely we need to shed light on the long term effects produced by the link between the government and the network. Whilst technology imperiously advances, what is really changing in our society? The burning question is not simply to find out who gets what when and how? That question should be rephrased and the verb get should be changed with the verb control. In my opinion, in fact, the answer to the question who gets what when and how?, depends on the answer to the question: who controls what when and how? In other words, the rebus seeking for a solution is what the new face of power is in the rapidly shaping up network society?
3. The Three Faces of Government in the Age of the Internet

According to Barry Wellman, the kind of society we live in is the result of the interaction among a complex web of social networks (Wellman, 2001) where individuals and groups connect to each other through a powerful infrastructure of computer networks that constantly pass, exchange, and process data between the myriad of nodes that use the system. This kind of social structure “is most easily perceived in the new, global economy” remarks Manuel Castells and it is “characterized by the dominance of interdependent global financial markets, operated by electronic networks processing information at high speed, handling huge volumes of transactions in a pattern of extraordinary complexity.” (Castells, 2004: XXIX)

More specifically, within the context of this paper with the term nodes I am not simply referring to the machines physically connected to the network, but more precisely rather to the subjects that through those machines are granted access to the whole network. 

It is my opinion that inasmuch as the network has become the “dominant form of social organization” (Wellman, 2001), therefore a strong component of the public realm – a space where subjects can develop thick and durable relations with other subjects – the network has steadily thickened its bond with power. Whereas in its earlier stages of the internet revolution, Being digital was synonym of outsider - the term would have indicated someone living in a sort of haven or hideout for an exclusive elite, namely computer geeks - in recent times, within the fast growing maze of this rather complex social structure, being digital has acquired a brand new meaning: it refers now to an ontological condition, a sine qua non of existence for the members of the network society: who is in is in a more advantageous – powerful one could say – position of who is out
. Moreover, within the network itself, the constant friction among the intricate heterogeneous variety of its users is to be seen as a struggle for power, ultimately as a battle to control the network – thus to influence, through the network, the actions of the subjects that make use of it.

Overall, if on the one hand – considering the available data - it seems incontestable true that being digital may identifies itself with a new condition of power; yet, on the other hand it seems still lost in the mist of rhetoric the true nature of this power. In other words, if the argument is sustainable, the problem is to understand what kind of power is the one springing out from the Network Society. 
In the following pages of this paper, I shall try to describe how the concept of power evolves within such context. Put it simply, the problem is to understand whether or not in a network society – regardless of the political system in place, be it democratic or not - power becomes more accessible and political activism possible. In other words, is resistance thinkable in action within (and because of) the Network? Or shall we argue that the whole bulk of new communication technologies have no democratic effect over society as whole and they simply reinforce pre-existing patterns of domination?
It is my opinion that to find the answer to those questions is to explain the concept of e-government stretching it out from its common – and rather limited - understanding as profit-making project and bureaucratic service improvement. 

Following Michel Foucault’s, Max Weber’s, and Hannah Arendt’s notion of power, I will describe what I call the three faces of e-government and I will argue that although it is in act a clear attempt to take full control of the network, yet this attempt is never (and it will never be) fully successful. To make it clear beforehand, these three faces – one could say modi - must be regarded as ideal typical situations of power relations within the framework of a network society, whereas in reality it is often easier to find intricate hybrids of these three ideal-types. Moreover, the relation between e-government and its subject is to be seen both as a wide clarifying example of how power relations change and evolve within the context of the network society and, at the same time, it must be taken as a hint of the extraordinary effects that the evolution of this relation might have over the complex mechanism of democratic and non-democratic states.

3.1 e–Government as a Service Provider

For Max Weber, administrative functions in modern states are organized according to a set of fixed principles: jurisdictional areas are regulated by “laws and administrative rules”; official duties and activities are “distributed in a fixed way” as it is the authority officials are given to “discharge duties”; officers’ selection is based on skills and qualifications criteria required by the appointment. Bureaus are organized hierarchically from top to down, and lower offices are supervised by the ones in a higher position. In such a system, the governed have “the possibility of appealing the decision of a lower office to its higher authority, in a definitely regulated manner.” The office’ administration and procedures are strictly regulated by “written documents (‘the files’), which are preserved in their original or draught form. There is, therefore, a staff of subaltern officials and scribes of all sorts. The body of officials actively engaged in a public office, along with the respective apparatus of material implements and the files, make up a bureau. In private enterprise, the bureau is often called the office.” (Weber, 1991: 196-7 emphasis added)
. 

Within the five-stage process, that earlier I described as the path to e-government, the last one, the one I called the virtual government, marks the ultimate passage from an organizational milieu based on the complex bureaucracy described by Weber – regarded now as passé –, to a new mechanism structured around a more flexible and automated virtuality. Yet, to be precise, one must remark that virtual government is by no means the end or the death of bureaucracy. In fact in many ways, the new environment is rather similar and often more complicated than the old one. Broadly speaking, information technologies do not wipe-out bureaucracy tout-court – nor in the private, neither in the public sector – as often advertised by politicians and scholars while promoting innovation in government, but they rather settle within it: to be clear, the original hierarchical and composite structure of decision making which, according to Max Weber, was the only and indispensable mode of rationalization of modern states complexity, is still in place, but it has grown thinner (Fountain, 2001: 49). 

In fact within the framework of virtual bureaucracies, important decision are still taken at the top of the hierarchy, agencies still play a fundamental role in the management of a country, and jurisdictional areas are still strictly regulated (Lipnack and Stams, 1994). On the other hand though, coordination and interaction between agencies, allocation of duties, supervision and control mechanisms change radically. For example most of the duties concerning with control and monitoring, altogether with data processing and cross-checking procedures, are automated and carried out in a faster and more reliable way; and in the long term they may be instantaneous. The “files” are in electronic form, easy to transmit, share and maintain
. All in all, Information Technology applied to governments’ business improves the officialdom by making the system faster and by diminishing significantly the number of its historical, embedded flaws. Nuisances such as slowness and bad quality of service, chaos and inefficiency, with which bureaucracy is often identified – at least from a user’s perspective – are reduced to a minimum or completely overcome (Fountain, op. cit.: 56; 62-63). 

This last aspect – the nuisances’ reduction – is, in my opinion, one of the most important features to spring out from the whole process of electronic reorganization of government administration. In fact embedded within it, there is an element of openness and reliability, together with something else. Whereas in Weber’s ideal typical model of bureaucracy is entrenched an element of secrecy and exclusion
, in the virtual government is rather the opposite: at a first glance, one has the impression that the whole anti-bureaucratic restyling is guided by what I call the government will to please its customers, that is to say to reach the goal of becoming the impeccable service provider. 

“One of the greatest problems for anyone who has dealings with government” writes Rachel Silcock “is its sheer complexity. The average government has between 50 and 70 different departments and agencies. Even for relatively simple matters like registering the birth of a child, a number of different agencies requiring a multitude of different forms may be involved. Rather than being prepared to communicate with each other, they expect users to communicate with each of them in turn.” (Silcock, 2001: 89.) In the stage of Virtual Government that nuisance is set to become history, a laughable and primitive aspect of the past: in the US President’s Management Agenda, published in July 2001, is clearly stated that the e-government project “is designed to make better use of information technology […] investments to eliminate billions of dollars of wasteful federal spending, reduce government’s paperwork burden on citizens and businesses, and improve government response time to citizens – from weeks down to minutes. A key goal is for citizens to be able to access government services and information within three “clicks” when using the Internet.” (Office of the President of the United States, 2003: 7 - emphasis added.) 

It is hard to imagine how one could dare to complain about this kind of government - a government that satisfies its subjects’ request within minutes, must be every citizen’s dream – nonetheless simply concentrating on the promises of the quality of service delivery in assessing the e-government’s project would be short-sighted. In fact, if on the one hand the transformation of government in a virtual entity creates, apparently, the perfect service provider, on the other hand, instead, with the help of the network, it reinforces the government power of control over its subjects. While gathering through its websites valuable data concerning its users, officially for quality services purposes, the government accumulates in its database a unique priceless knowledge on its subjects’ life. That acquired and stored knowledge and the powerful technology that serves the process are unique means that helps shaping up a new environment where everybody is easily accessible and controllable. 
With in mind Michel Foucault’s notion of Governmentality, it is my opinion that what we should see in the long term project of virtual government is not just simply a better and fast service delivery, but it is rather something else: the architecture of a new strategy of power.
With term governmentality, Foucault indicates the complex tactics, procedures and apparatuses that attempt to control and influence the conduct of individuals by using truth, knowledge, and political economy, rather than violence: in other words, the art of governing by fostering willing compliance in subjects, rather than achieving legitimacy through the help of brute force. Governmentality is an invisible and stronger although decentralised form of power that induces people to comply with subjugation from within them selves. Within the context of Governmentality, complying, apparently, becomes voluntary; in fact individuals believe themselves to be free and act upon their will, whereas, in reality, they are responding accordingly to a series of inputs or guidelines coming from a governing power, that is to say from one of the many institutions that form society as a whole: family, state, prison, school, health system (Foucault, 1991: 102–3). 
Within the context of e-government as service provider, in the long term we may witness something very similar to a new form of governmentality: the government, originally a feared power-holder, becomes (apparently) a servant, a trusted servant whose only goal is to improve the quality of its customers’ lives. The bond between every citizen’s daily routine and technology constantly thickens. As time goes by and virtual government becomes more and more a reality, citizens are offered unprecedented opportunities to choose from a wide array of impressive and efficient government’ service. However, it must be noted, the citizens’ choice is compulsory: in fact in a fast-changing environment, there is no other choice than accepting these changes. In the long run, government services will not exist but on the web. Progressively, citizens will learn that it is perfectly normal and there is no risk for privacy in this overwhelming process, or at least they will learn to trust their service provider on the issue of privacy and manipulation of data. In the private sector it has already happened. Using online services, making payment, sharing personal data is already part of our daily modus operandi. 
Gilles Deleuze sustains that the era of the disciplinary society centred on factories, prisons, schools and hospital has entered a definitive crisis. And it has now been replaced by what he calls the control society (Deleuze, 1992). We have moved from an enclosed environment to an open one. In Deleuze’ control society there is no longer need of confinement, subjects are always connected to the system, and therefore through control mechanisms - that uses codes and passwords as reference keys - they are always controllable. They are data shared on a computer, their position and identity is always known. And the subjects is aware of it, but, surprisingly, that represents no longer a matter of concern. It is accepted.
Yet the long-term implications connected to such a change are often downplayed in importance. One key-factor is that citizens/customers tend often to trust large institutions (both public and private), that is the kind of trust that a patient has (or should have) towards his/her own doctor: one is lead to think, at least in an ideal world, that the doctor surely knows what he is doing. But in fact, especially when it comes to service-providers is more likely the opposite. The gold rush towards technology wonders often hides unforeseen shortcomings for the end-user.
To clarify further, the point is that by transforming the state into a friendly dispenser of services, a reliable pleasant partner in our daily routine, with the help of technology, of this kind of useful technology, the government – has found a new form of governing outside the sate, a new way of constituting the subject. 
On the one hand, building a highly technological society where a) people are always online, or actively wired, 24 hours a day per 7 days a week; b) where everything – from news-feeds to personal private communication files, from washing machine preferred program to our bank account data, just to mention a few – is networked through our home computer(s) and therefore linked (through) the internet with the outside world; c) where everything becomes available, that is to say accessible, it means to create an environment where the government – in its whole complexity of multiple agencies and agents – has been granted permission – that is power – not only to ask any citizen any given moment of any given day questions such as: who are you? Where are you? What are you doing? But, more dangerously, it has gained the power to know already the answers to those questions regardless of the citizen’s will to share that kind of knowledge
. The citizens/users on the other hand will learn to comply, unaware subjects of a power that, as reminds us Steven Lukes, is indeed “at its most effective when is least observable” (Lukes, 2005: 1). Within the framework of Foucault’s governmentality and Deleuze’s Control Society, e-government  understood as a perfect service provider becomes the winning strategy for holding power.
3.2 e–Government as Digital Big Brother
Max Weber defines power (Match) as “the probability that an actor within a social relationship will be in a position to carry out his own will despite resistance, regardless of the basis on which this probability rests” (1947: 152). That actor can be a man, or a number of men seeking “to realize their own will in communal action” (1991b: 180), and its power is the result not simply of its economic condition – as wrongly claimed by Marx -, but more in depth it is rooted into the social order that actor is part of. A perfect instrument of power is the State that Weber defines as “a human community that (successfully) claims the monopoly of the legitimate use of physical force within a given territory” (1946: 78). In other words, “the state is the sole source of the ‘right’ to use violence” (ibidem). 
For reasons of space, this paper is certainly not the ideal place for a comprehensive discussion on the relation between violence and power, however, agreeing with Hannah Arendt that violence is an indicator of the loss of control and legitimacy - in fact, she maintains that it “appears where power is in jeopardy” (1969.: 56) - I want here only to remark that although in any given power relation the threat of violence could be understood as the ultimate resource to discipline individuals and retain power, nonetheless it is crucial to argue that to maintain and protect power governments can usually rely on other and more sophisticated techniques. 
In the seventies, through his study of disciplinary power seen as the trademark of modern societies since the early nineteenth century, Michel Foucault (1995) drew scholars’ attention onto the mechanisms and means that help disciplining individuals. In fact, disciplinary power aims at producing an army of docile people whose role is to strengthen the social system and to help it running effortlessly. (Foucault, 1980). In the institution of the prison, especially in Jeremy Bentham’s 1791 innovative model of penitentiary called Panopticon
 (Bentham, 1995) – Foucault saw the “architectural figure” of disciplinary society. 

In Bentham’s project, the Panopticon (or the Inspection House) is a circular building, where the prisoners are accommodated in cells located in the circumference. The inspector instead lives in a cabin positioned at the centre of the building. Between the inspector’s lodge and the prisoners’ cells there is a vacant space.
The Panopticon
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By reorganizing the space of detention - and up to a certain extend of living -, the Panopticon’ structural design makes control continuous: it allows “to see constantly and to recognize immediately” (Foucault, 1995:200). Moreover, of the three fundamental functions that defined a prison (to enclose, to deprive of light, to hide) the last two do not any longer exist within the Panopticon, whereas only the first one (to enclose) is preserved (ibid.). “Full lighting” comments Foucault in Discipline and Punish “and the eye of a supervisor capture better than darkness, which ultimately protected.” (1995:200) Inside the Panopticon, visibility becomes a trap. It is here important to remark that the prisoners’ consciousness of being in a status of permanent surveillance, although “discontinuous in its action”, according to Foucault, “assures the automatic functioning of power.” (1995:200) At the highest and perverted apex of this system of surveillance, the inspector’s lodge, theoretically, might be empty, and yet the inmates would feel controlled. The Panopticon spawns a form of power whose “actual exercise [is] unnecessary”(idem: 201)
Since the widespread of the Internet in the late nineties, privacy concerns have increased exponentially and the cyberspace has been often equated to a modern example of Bentham’s Panopticon, a new Digital Big Brother capable to see and control everything and everyone. This vision has rightly generated fears and distrust towards the new medium. The rising importance of e-government projects and the thickening bonds between authorities and new media have given new foundations to those fears. Looking closer at certain widespread patterns of authoritarian political development in the use of the internet, it becomes clear that those fears rest upon thick and solid grounds. These authoritarian patterns give life to what I call the second face of government in the age of the internet: e-Government as a Digital Big Brother.

In order to draw properly this second face of the e-government revolution, I will here consider the case of People’s Republic of China. In fact it is my opinion that the rapidly evolving situation in China provides a remarkable clear picture of how the thickening bond between states and new technologies can highly increase a government’ power over the network and its subjects. 
3.2.1 The case of China
The first link of China to the global Internet network is dated 1994, and ever since the number of users connected to the web has steadily risen with an average pace of ten millions each year (See Graph below). 
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The year 2005 has witnessed the total numbers of estimated users growing over the threshold of 100 millions units (BBC, 2005), a figure that definitely confirms China as a dominant presence in the internet world, second only to the United States of America 
Overall, the recent impressive growth of the Chinese Internet it is mostly rooted in the long lasting state-driven project aiming - with the help of information technology - at the complete renewal of their economy and bureaucracy; it is also a clear attempt to give the government of Beijing a better infrastructure for controlling the administrative process of both near and distant provinces. (Kalathil and Boas, 2001; Cartledge, and Lovelock, 1999) 

The growing liaison with Information technology, and especially with the Internet, represents for the party leadership more than a simply economy booster; it has become an important medium for propaganda and censorship, a powerful ally with whose help the party can gain greater and steadier people’s support (Reporters Without Borders, 2004)
.  
Kalathil and Boas remark however that for the Chinese government the rising figures mean “even greater challenges in balancing economic potential and political control” (op. cit.) Against the OECD’s recommendation that “protecting individual privacy” should be among the main imperatives of e-government (OECD, 2003: 3; OECD, 2003a), to defend itself  from the democratic and dangerous effects of the internet - namely openness and uncensored information - in the recent past China has started developing a complex system of electronic surveillance called the Golden Shield. The system is meant to be a state-of-the-art online database combined with a unique and complex surveillance network that incorporates the whole realm of digital technology, from speech and face recognition, to credit cards records, CCTV, and obviously advanced internet filtering technologies (Walton, 2001). 

Although the Golden Shield is still a work-in-progress, the government can already count on an estimated force of 40 thousands agents allocated to its notorious Internet police. The internet police have the task to patrol and polish the web, day and night. Not seen, with the help of sophisticated software and filtering technology, from the outset, the Chinese Government seems to have acquired the power to control, oversee, and filter the whole information flow running over the network
. 

In September 2002, Chinese internet users had their first taste of the police increased power-control: for a whole week access to the Google search engine was entirely blocked (Mooney, 2004) As a direct result of the government new policy and increased efforts to censor the internet, free-proxy servers that help users breaking through the national firewall have now an average life span of just 30 minutes (Ibid.). 

As only a small percentage of Chinese have a private connection to the internet at home
, Internet Cafes have been at the centre of the Internet revolution, and therefore they have become one of the favourite targets of the government action of repression. The 15th November 2002, the Government issued a law that made cybercafés’ owners accountable for their customers’ web traffic (Reporters Without Borders, 2003). If owners do not comply with the party’s directives and any of their customers breaks through the firewall, they risk loosing their whole business. Recently, the censorship belt on the internet-cafes has become even more complex, swipe cards, for example, have been cross-linked with users ID Cards. “One cafe manager” wrote Paul Mooney on the International Herald Tribune “showed me a back room where a police-linked computer, connected to four spy cameras, monitored users.”(op. cit.) 

In the past decade, many real and often simply suspected dissidents have been caught in the web of the internet police. Their crimes, for some of which they risk death penalty
, range from circulating emails with alleged top secret information, to posting messages on web forums that criticises Beijing’s policy, from viewing forbidden websites, to using the web, by and large, to advocate the need for a more open and democratic society. 
Moreover, in recent years, the fast growth of its internet market - and generally speaking of its overall economy
 -, has turned China into the new Promised Land for most Internet Giants: companies such as Yahoo!, Google, MSN, and eBay are rapidly increasing their presence on the Chinese market: Yahoo, for example, is reported to have spent already more than $1 billion; Google - with a $7 billion bag-full-of-cash from their summer-stock-sales - is not willing to let the whole of the Chinese-cake free for grab to its rivals. Meg Whitman, the CEO of the world’s leading internet auction company eBay, recently said: "Whoever wins China, will win the world”. (Einhorn, 2005)

For watchdog organization such as Reporters Without Borders ‘this poses the worrying question of how far those companies will go in complying with Beijing for the benefit of their investments.’ The recent case of Shi Tao, a journalist of the daily Dangdai Shang Bao (Contemporary Business News) in Honk Kong, has set a frightening precedent.
With the compliance of Yahoo! Holdings, Shi Tao was sentenced to ten years prison as found guilty of spreading censored material through the internet. The alleged top-secret material was a Chinese government's message warning journalists of the “risks resulting from the return of certain dissidents on the 15th anniversary of the Tiananmen Square massacre” (Reporters Without Borders, 2005a). Through his personal - supposedly anonymous - yahoo email account, Shi Tao sent the message to a foreign-based website. Following the recent publication of the sentence of the trial, it was clear that Yahoo! Holdings (Hong Kong) Ltd. had played a major role in Mr. Tao’s conviction. The Internet Company provided to the Chinese prosecutors the account details of the email address (huoyan-1989@yahoo.com.cn) responsible for posting the forbidden information on a foreign website, and the IP address linked to both that email account and Shi Tao's computer. Without such helpful compliance by Yahoo, it would have been impossible for the Chinese government to convict Shi Tao (Reporters Without Borders, 2005a)
However, before drawing some preliminary conclusions on the risks and fears linked to second face of e-government,  in order to avoid the pitfalls of an oversimplified picture, I should here remark that the ideal-typical second face of government is not only a degeneration of the use of new technologies’ flourishing in the absence of an adequate democratic system of civil rights protection, but instead it can also appear on the surface of well established democracies. In fact, since we entered the 21st century, due to a series of dramatic events that took place mostly in the open and free world of the west, traditionally democratic governments - such as USA, UK and many others - have started an intense process of exploitation of the internet and the whole bulk of digital technologies. The reason for that – as it has been claimed - is the safeguard of the population from dangerous threats such as terrorism and organised crime (Reporters Without Borders, 2004). 

To clarify it, prior to moving into the description of the third face of e-government, let me briefly outline two western examples: USA and Italy. In those two countries recent legislations concerning the internet – such as the US Patriot Act - or attempt to legislate – such as the Italian Decreto Legge (24/12/2003, n. 354) - have shown clear patterns (yet with different results) of those authoritarian tendencies in the use of new media by governments worldwide. 

3.2.2 Big Brother and Democratic States
In October 2001, shortly after the terrorist attack on Trade World Centre, the US Congress passed the so-called USA Patriot Act. An act, it reads the text of the law, “to deter and punish terrorist acts in the United States and around the world [and] to enhance law enforcement investigatory tools” (US Congress, 2001: Title I, sec. 105). It specifies a set of measures to enhance surveillance procedures: it broadly extends the authority “to intercept wire, oral, and electronic communications relating to terrorism” (Ibid: title II, sec. 201), 

In simple words, in order to avoid a new September 11, thanks to the new law, USA authorities have been given permission to monitor internet traffic and contents, even if this means breaking into citizens’ right to privacy: that is to say they are granted authorization to bypass civil rights
. It is important to note that the Patriot Act confirms the central role the web has achieved in both illegal organization and citizens’ every day life. Therefore protecting the US territory is not any longer a matter of guarding the national borders with a standing army or an unsinkable fleet, but also it means patrolling the cyberspace with special tasks forces and new technologies. 

The example of Italy is very similar to the American one, but luckily it ended differently. On Christmas Eve 2003, Mr. Silvio Berlusconi’s right wing government issued a decree (Decreto Legge, 24/12/2003, n. 354), that, in order to improve the war on crime, required each Internet Service Providers (ISPs)  to keep the log recording the internet traffic of their subscribers for a period of 60 months. Vita, Morte e Miracoli (Life, Death, and Miracles), as an old Italian saying goes, of every internet-user. However, thanks to the pressure of the Italian Guarantor for Privacy and to the ISPs’ objection, the decree was recently turned down as unconstitutional, in fact – if ratified – it would have invaded the realm of citizens’ right to privacy. Yet, one must sadly remark that some of the main objections to the decree was the fact that to comply with its requests the Italian ISPs would have been required to spend a fortune in back up and records systems. The recent terrorist attacks on London have given new life to the debate, and if it were not for the short life remaining to Mr. Berlusconi trembling government, it would not be utterly surprising if a new law similar to the Decreto legge 354 would be once again proposed.
3.2.3 Digital Big Brother: preliminary conclusions. 

In conclusion, looking at the case of China, and to a lesser extend at the situation in the West, at a first glance, one has the impression that the future is rather gloomy. Within certain conditions in fact – namely threats and authoritarian regimes - we might be tempted to conclude that the internet, as it seems from the cases illustrated above, is nothing but a strong amplifier of pre-existing patterns of domination and has turned governments in an even more powerful Digital Big Brother that sees everything and control everyone. Within this context, any e-government project can be considered as the plan for a new infrastructure of power, rather than the unfolding initial mark of a more democratic future
. 

Nevertheless, examining the recent events more carefully, the reality might be different and the future might be not so dark. As Hannah Arendt remarked, when a Government starts loosing control, that is the proof that legitimacy (people’ support) has vanished (Arendt, 1969: 87). An outburst of violence or an attempt (even a successful one) to tighten further the web of censorship signal a crack in the structure of power. The eleven commandments for the perfect internet user announced recently
 “with a fanfare by the official media” might be one of these cracks in the fortress of power of the government of Beijing. There is nothing really new in those rules, commented Reporters Without Borders “[they] are certainly more intended to frighten Internet-users than to codify the use of the Net.” However, the watchdog organization added, “[t]hese moves to filter the Internet are a sign that the Internet frightens those in power, in particular during a period of ever greater social unrest. It’s noticeable that the only new elements in the text relate to banning the calling of strikes or gatherings though the Net.” (2005a) 

Reporters Without Borders has stressed an important point. In fact, overall, while geographical boundaries grow thinner and fade, the growing number of internet users, the sheer complexity of the global network, the intrusion of external actors and the development of new software and technology, they all pose a major threat to the future of e-government as a digital Big Brother.

The true problem however is to understand how to multiply the quantity of those cracks in the systems. 
According to Foucault “where there is power, there is resistance and yet, or rather consequently, this resistance is never in a position of exteriority in relation to power”. In other words, resistance is the sine qua non of every power relation. In his view, everywhere in the “power network” there is “a multiplicity of points of resistance: these play the role of adversary, target, support, or handle in power relations” (1978: 95)

Nevertheless, for his critics, one of the historical flaws of Foucault’s notion of power is that his “multiplicity of points of resistance” is, to say the least, vague, if not often obscure. Foucault “never offers a detailed account of resistance as an empirical phenomenon in any of his genealogical analysis.” Says Amy Allen. “The only social actors in [his] works are the dominating agents; there is no discussion of the strategies employed by [the various subjects] to modify or contest the [power] exercised over them.” (1999: 54)

If we shift the discussion on power onto the ground of the network society, it is my opinion that the intriguing (yet vague) idea of a multiplicity of points of resistance constitutive of the power-network could finally hits upon the empirical phenomenon that Foucault’s theory has been lacking so far.
3.3 e–Government as One-Among-Many and the condition of shared weakness
The Network Society, as Manuel Castells remarks, is indeed a complicated and pervasive environment whose networking logic – highly anti-hierarchical, rather self-directed and horizontal – has found in the Internet “the proper technology for its expression and its organization” (Castells, 2004: XXXI.). That networking logic and its status of global communication infrastructure make the network resilient, effectively immune, from any form or attempt of full control: internal or external, social or political, national or international. This immunity results from the simple fact that the network is primarily a complex web of global networks, therefore no one can be in a position – powerful and external enough - to control it. In other words, being part of the global network signifies for each of its member (or local networks) the impossibility of being completely isolated; isolation would cost them all the benefits of being in a network society. Those who accept to be part of the network cannot consider themselves as part of a haven or enclave that follows its own rules detached from the rest;  safe from scrutiny and accountability, and yet able to exploit, for its own benefit or goals, the network. Not even the most powerful international actors, such as the USA, or the least open society, such as China, seem to be able to totally control it. The network’s resilience to total control - the fact that no one is in a position of entire superiority towards the others - is what I refer to as the condition of shared weakness among its users. The condition of shared weakness embedded in the network produces what I call an essentially flawed power relation among the network’ users. To be clear, any network user – that is to say not only an individual but also a State - is only and always one-among-many, a part and not the totality of the network. And therefore any power relation within it is always unstable, essentially flawed because no one can ever a gain a position of absolute power: within a condition of shared weakness two actors involved in an ideal-typical power-relation-situation continuously exchange roles, or better, both at the same time are: power-holders and power-subjects. 
The condition of shared weakness is not simply a normative category, but more in depth is a descriptive type of a new form of power based upon weakness rather than strength. In short, this form of power can be seen as the reverse of Max Weber’s classical formula. For Weber, power is what in a social relation gives an actor A the strength to make an other actor B to do something regardless of B’s will or B’s resistance. A is in a condition of absolute strength (power) in relation with B. B becomes powerless (weak) because conscious of the strength of A. 

In a network society this relation is reversed: power is rooted not into strength but into weakness. Power springs out from the consciousness of the weakness of the position of A: the understanding that A is not in a position of absolute power, that is to say of absolute control of the networks, gives B the probability to carry out his own will, not despite of A’s will, but because of A’s weakness. In other words, within such a context resistance becomes possible because A is never in a position “to carry out his own will despite resistance, regardless of the basis on which this probability rests.” (Weber, 1947: 152)
In order to clarify the importance of the condition of shared weakness as a descriptive type of a new form of power based upon weakness rather than strength, let me describe some examples of political activism through the web. 
.

3.3.1 Political Activism in China

Let’s take again the case of the single-party state of the People’s Republic of China. On the one hand, as described earlier, the government exploits the Internet as a system of total control and censorship. On the other hand, however, the network itself becomes a system – an unprecedented opportunity - for breaking through control. In fact, Chinese government’ strong policy of protecting its network from external intrusion by using firewalls and e-police to patrol it, – with the compliance of IT companies – cannot cope any longer with “the increased volume of Internet traffic” (Walton, op. cit.) and with the interference of external actors. In other words, “[t]he government knows that it can no longer hope to filter out all "objectionable" material before it enters China’s networks” (Walton, ibid.). For the action produced with the help of groundbreaking software such as Roaming without Borders
 that are easily available even on the Chinese Internet, and proxy networks such as DynaWeb
 that allows users to bypass the Government censorship and to have secure and full access to the world wide web, China’s Great Fire Wall is becoming more hackable, it has started loosing strength. 

For instance thanks to Roaming Without Borders by UltraReach Internet, millions of emails are delivered unfiltered to users in censored areas. 
Since 2002, when DynaWeb has started operating as a free web-portal for Chinese users, each day more than 20,000 unique web-surfers have gained regular unblocked access to the Internet
.
The watchdog organization, Reporters Without Borders, have very recently published on its website a handbook for bloggers in countries such as China with heavy censorship. Rightly Reporters without Borders points out that “bloggers are often the only real journalists in countries where the mainstream media is censored or under pressure”, therefore the idea behind the handbook is to give them “handy tips and technical advice on how to remain anonymous and to get round censorship, by choosing the most suitable method for each situation” (Reporters Without Borders, 2005a: 5-6). 

Thanks to these new forms of political activism through the deployment of advanced technology, users are finding new ways to swim through the net of Chinese censorship. “I can get any information I want” – a political dissident told the International Herald Tribune, smiling broadly – “A few months ago, he said, he was unable to access sensitive sites, relying on foreign friends to give him news about China.” (Mooney, 2004.)

The work of UltraReach Internet, DynaWeb, and Reporters Without Borders represents only few of a long list of cases of political activism through the internet. Moreover, the potential of political activism through the internet increase exponentially when it crosses the borders of authoritarian states, and sets within the background of established democratic realities.
3.3.2 Political Activism in Democratic Societies: the case of MoveOn.org.

On the 18th September 1998, during the sex-scandal that involved the US President Bill Clinton and Monica Lewinsky, an intern at the White House, Joan Blades and Wes Boyd, two entrepreneurs from Silicon Valley, with not political background, frustrated “with the partisan warfare in Washington D.C. and the ridiculous waste of our nation's focus at the time of the impeachment mess” (MoveOn.org, N.D.), decided to launch an online petition to "Censure President Clinton and Move On to Pressing Issues Facing the Nation." The response to the petition – “[t]housands of Internet users, […] pledged more than $10 millions” (Clausing, 1999) – was somehow unexpected and impressive
, and called for a prompt action plan to find adequate ways to coordinate those individuals and make their voices heard. The following months saw the birth of MoveOn Political Action Committee (MoveOn PAC), a new way to coordinate political action using the internet. The idea behind MoveOn PAC is to link like-minded, concerned citizens in order to have a substantial impact on the outcome of congressional elections. It “provides individuals, who normally have little political power, an opportunity to aggregate their contributions with others to gain a greater voice in the political process, and brings people together to take important stands on the most important issues facing our country.” (MoveOn.org, N.D.) In fact, MoveOn does not accept donations greater than $5,000, and the bulk of its contributions is made “by people who give less than $100 – folks who don't have a lot of money but want to see a change.” (MoveOn, N.D.) 
“On Dec. 19 [1998], one minute after the House of Representatives voted to impeach [Bill Clinton], MoveOn.org e-mailed its 450,000 supporters and urged them to make a "We Will Remember" pledge” Recalls Jeri Clausing on the New York Times (1999). In few days “more 16,000 people had committed pledges that were nearing $11 million.” (Ibid.)
In early 1999, commenting on those figures, Jonah Seiger, co-founder of Mindshare Internet Campaigns in Washington, D.C., said to the New York Times that MoveOn was “a signal of the future of the political process”. Joan Blades and Wes Boyd had shown that in the Internet age organization and coordination of the electorate can spring overnight: the new recipe for political activism is just “someone with access to technology, a little bit of money and a compelling message” (Seiger in Clausing, 1999)
If in 1999 MoveOn was just a pledge about the future, six years later it has become a strong presence in the American political stage. By 2004 MoveOn.org had reached over 2 millions members (Zetter, 2004), their aim remains the same: to bring “hundreds of thousands of small donors together to elect candidates who will represent the American people”. Over the years, MoveOn.org PAC has used television, print advertisements, and internet campaign to amplify the voices of its members. During 2004 they raised $11 million dollars for 81 candidates. 
Overall, the example of MoveOn, DynaWeb, Reporters Without Borders and others online political activities, such as cyber-squatting
 are in my opinion clear evidences of how essentially flawed is the power relation among the network’ users, and thus they show the promising potentials of political activism when set within the boundaries of a network society.
4. Conclusion
In this paper I have shown that the technological revolution of the last decade has significantly altered the balance between government and subjects. The transformation of Government in e-Government is not simply a means to increase efficiency and economic gains, but it is also an element of power. Therefore, it can be approached from three different perspectives, three descriptive modes of relating with power: 1) as a new form of Governmentality attempting to create a favourable environment where behind the benevolent façade of the perfect service provider, it is hiding a subtle system of control. 2) As a quintessential Big Brother of the internet age, where the technology serves as a strong amplifier of pre-existing patterns of domination: it gives the State extra power to see everything and control everybody; 3) lastly the e-government revolution can be seen as carrying within it the seeds of the future of democracy. In fact, embedded within it, there is an element of weakness that in the long term can produce a series of cracks in the existing structure of domination, that is to say a better balance among the agents actively involved in the democratic process. .
The prediction of the future is not among the aims of this paper – however, whatever lies ahead of us –, it is my opinion that the understanding of the network society and the e-government revolution, of the risks and potentials connected to this epochal change will be a key element in the fight for democracy.
For this reason - and also because I believe it could serve political activist in the age of the internet as a vademecum for the battles to come - in conclusion, I would like to remind Hanna Arendt’s notion of power. In fact, more than Foucault’s multiple points of resistance, is her theory of the power of a public acting in concert that I have in mind when addressing what I called the third face of e-government. 
Briefly, Hannah Arendt defines power as ‘the human ability not just to act but to act in concert.’ (1969: 44). She also remarked that although power springs up whenever men act together, it ‘vanishes the moment they disperse.’ (Arendt, 1958: 200). It is that original action of getting together that legitimises it as power. We shall remember that for Arendt the true human condition is defined by the vita activa. To live a vita activa, to act (and to speak) is specifically human: ‘action is the exclusive prerogative of man; neither a beast nor a god is capable of it, and only action is entirely dependent upon the constant presence of others.’ (Arendt, 1958: 22-23) To act indicates the ability to begin something unexpected ‘from whatever may have happened before […] unexpectedness is inherent in all beginnings and in all origins.’ (ibidem: 177-8)
Some of Arendt’s philosophical corner stones - her constant and strict distinction between public and private realm, and her recurring remarking of proximity as a sine qua non for generating power, altogether with the idea of the city as the perfect locus for acting in concert - would probably crack under the overwhelming pressure of the intricate reality made of bits and bricks in which we move nowadays. They would become limitations; they would not fit well with the essence of a network society: namely a place, or society, without physical boundaries, where proximity is not-essential to act, a place where the private is continuously blurred with the public.  

With the third face of power, I try to overcome these limitations, by adding to Arendt’s notion of power the notion of shared weakness among the subjects of a Network. Moreover, within the context of the network, action is not fleeting but constant. In fact, in the Network Society individuals act in concert (as the example of MoveOn.org proves) but they can never disperse, because physical nearness is not relevant any longer and their public realm has become the network.

Therefore, the understanding of the condition of shared weakness common to all subjects within the network – as depicted in the third face of government – represents the growing strength and the future of political activism. The condition of shared weakness is the most important characteristic of the technological revolution. 

In definitive, being part of the network society has its price: everyone must pay it. Even a government - regardless of its powerful army and notorious e-police; regardless of any attempt to create a new form of governmentality and pretend to be just a perfect inoffensive service provider; or to establish it self as a mighty digital big brother - once a government has entered the network it falls within the condition of shared weakness, it becomes one-among-many; in other words, a user of the network (even a State then) is exposed or hackable – for as much as his modus vivendi and operandi is dependable from the network. 

That is surely an expensive price to pay for any authoritarian regime, but indeed a welcoming fee for the many supporters of Democracy. 
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� According to Helen Margetts, Professor of Society and the Internet at the Oxford Internet Institute, the main important characteristics of Information Technologies are 1) ‘[t]he ability to store huge amounts of information’; 2 ‘the ability to transfer that information within and across organisational units and thereby link them up’; and 3) ‘the ability to perform complex calculations on that information.’ (Margetts, 2003)


� For the OECD e-government it must be considered a financial investment that ‘requires a level of certainty of future funding to provide sustainability to projects, avoid wasting resources and gain maximum benefit from given funding levels.’ (OECD, 2003: 3) See also OECD, 2003a


� Namely an e-government project must be: 1) Citizen-centred, thus to increase citizens’ satisfaction, services must be build around citizens’ choices; 2) Result-oriented, that is to say it must produce measurable and tangible improvements for citizens; 3) Market-based, that is actively promoting innovation; Furthermore it must: 4) Make government and its services more accessible; 5) Facilitate social inclusion; 6) Provide information responsibly; 7) Use government resources effectively and efficiently. (Office of the President of the United States, 2003; OEDC, 2003a.) 


� In 1993, as part of the National Performance Review report, the Clinton Administration published a document entitled ‘Reengineering Through IT’ where it committed it self to build a government that through the use of Information Technology could ‘overcome the barriers of time and distance to perform the business of government and give people public information and services when and where they want them. It can swiftly transfer funds, answer questions, collect and validate data, and keep information flowing smoothly within and outside government.’ (Office of the Vice President, 1993) 


� For some examples of single entry portal visit the following websites: Australia: � HYPERLINK "http://www.fed.gov.au/KSP" ��www.fed.gov.au/KSP�; Brazil: � HYPERLINK "http://www.redegoverno.gov.br" ��www.redegoverno.gov.br�; Canada � HYPERLINK "http://www.canada.gc.ca" ��www.canada.gc.ca�; Norway: � HYPERLINK "http://www.norge.no" ��www.norge.no�; Rep. Of Korea: � HYPERLINK "http://www.kois.go.kr" ��www.kois.go.kr� Singapore: � HYPERLINK "http://www.gov.sg" ��www.gov.sg�; United Kingdom: � HYPERLINK "http://www.ukonline.gov.uk" ��www.ukonline.gov.uk�; United States: � HYPERLINK "http://www.firstgov.gov" ��www.firstgov.gov� 


� Source: Taylor Nelson Sofres, (2003) - Government Online Study 2003, see http://www.tns-global.com


� Although one must state that 2005 is not the deadline for the UK Virtual Government, but the target seems most likely to be an e-government on a transactional stage. Moreover, according to the latest report – April-June 2004, produced by the UK e-Government Unit – that target is yet far to be achieved: the report in fact shows that in the second quarter of 2004, ‘494 (76%) of Government services were online’ (see: � HYPERLINK "http://www.cabinetoffice.gov.uk/e-government" ��http://www.cabinetoffice.gov.uk/e-government� )


� Precisely, as described by the Information Society Directorate-General of the European Commission, the Lisbon’s Strategy, set in March 2000, is primarily thought to help accelerating Europe’s transition ‘to a competitive and dynamic knowledge economy capable of sustainable growth, with more and better jobs and greater social cohesion. This requires the wider adoption and broader availability of [Information Society Technologies] applications and services in the public and private sectors, and in society as a whole. Information Society Technologies allow easier and more efficient knowledge creation, sharing and exploitation.’ (Information Society Directorate-General of the European Commission, 2003:11)


� The graph is a sample of the 232 countries surveyed by Governments on the WWW (2002).


� Norris’s data are drawn upon the statistics reported on Governments on the WWW (2002), however her data go only up to the year 2001.


� The following is the top 20 list: 1 Singapore 1.73; 2 Iceland 1.66; 3 Finland 1.62; 4 Denmark 1.60; 5 United States 1.58; 6 Sweden 1.53; 7 Hong Kong 1.39; 8 Japan 1.35; 9 Switzerland 1.30; 10 Canada 1.27; 11 Australia 1.23; 12 United Kingdom 1.21; 13 Norway 1.19; 14 Germany 1.16; 15 Taiwan 1.12; 16 Netherlands 1.08; 17 Luxembourg 1.04; 18 Israel 1.02; 19 Austria 1.01; 20 France 0.96. (Dutta and Lopez-Claros, 2005)


� In Europe, for instance, is seen as ‘a driver for the modernization of the entire European public sector’ to increase the productivity and efficiency of Public Administration, ‘thereby freeing resources and delivering more value for taxpayers money’: overall, it is seen as ‘a tool for enhancing the quality of life of European citizens through inclusive public services for all.’ (European Union, 2003)


� Nicholas Negroponte, founding chairman of the MIT's Media Laboratory, in his 1995 best selling book, Being Digital, remarked that digital technology is a natural force that can change people’s lives for ever. In his book, Negroponte speaks of a world where every sphere of the social realm increasingly become more and more interwoven with digital technologies, and he sees in ‘the empowering nature of being digital’ the key-element for creating a world of unprecedented opportunities. (Negroponte, 1995: 230–231)


� For Hannah Arendt bureaucracy is a formidable (may be the most formidable) form of domination, as it rests upon the fact of being ‘the rule of an intricate system of bureaus in which no men, neither one nor the best, neither the few nor the many, can be held responsible, and which could be properly called rule by Nobody’ (Arendt, 1969: 38 – emphasis added).


� For a fuller and more comprehensive comparison between the Weberian and the Virtual Bureaucracies see Fountain, 2001: Chapter 4 and 5, and for a schematic comparison see pp. 60-63


� ‘Every bureaucracy’ remarked Weber ‘seeks to increase the superiority of the professionally informed by keeping their knowledge and intention secret. Bureaucratic administration always tends to be an administration of secret sessions: in so far as it can, it hides its knowledge and action from criticism.’ (Weber, 1991: 233)


� Furthermore one must remark that this form of control targets ‘even those without access to the internet and the web are likely to be monitored by them: database used in law enforcement, welfare, and other entitlement programs collect and integrate information about citizens.’ (Fountain, 2001: 205)


� Panopticon is from ancient Greek pan optikos, literally: all-seeing


� Websites such as www.xinhuanet.com (the governmental news agency), and www.chinadaily.com.cn (the online version of China Daily), who serve millions of users every day, are perfect examples of how the Chinese authorities use the net for their propaganda: the content of those website is entirely controlled by the Communist Party (Reporters Without Borders, 2004).


� To be precise, by network I am referring here to the whole bulk of digital communication media, therefore not simply the internet – which is yet at a low rate of penetration – but also mobile telephones. ‘Of the 100 million net users, about 30 million have broadband. Mobile phone usage is also on the rise, gaining about 60 million new users each year. There are now 358 million mobile phone users in China and it makes up 44.6% of China's telecom business.’ (BBC, 2005)


� In 2003 there were only 12 millions of users that had access to a private connection at home. (Reporters Without Borders, 2003)


� ‘The official news agency Xinhua announced in January 2001 that anyone involved in “espionage activities” such as “stealing, uncovering, purchasing or disclosing state secrets” using the web or other means risked the death penalty, or between 10 years to life in prison. The same month, the public security ministry set up a website giving information about currently laws and warning Internet users of the risks they would run if they circulated “subversive” information. This concerned both the 12 million Chinese who have a private Internet connection and those who use cybercafés. The information and technology ministry introduced new rules on 14 January 2002 about monitoring the Internet. ISPs involved in “strategic and sensitive fields” such as news sites and forums would have to record details of their customers, such as their Internet ID, postal address and phone number. They were also required to install software to monitor and copy the content of “sensitive” e-mail messages. The ISPs are obliged to break off transmission of e-mails containing obscene or subversive material, advocating terrorism or threatening national security or national unity.’ (Reporters Without Borders, 2003: 29)


� In a recent survey, the OECD announced that with the current pace of its economic growth (at 9% yearly) by 2010 China could become the largest exporter in the world and overtake the US and Germany. (OECD, 2005; OECD, 2005a)


� “The civil liberties of ordinary Americans have taken a tremendous blow with this law” commented Electronic Frontier Foundation (EFF), a nonprofit group working to protect citizens digital rights. EFF remarked that “especially the right to privacy in our online communications and activities” would suffer from the enactment of the Patriot Act. However, EFF argued that there was no need for a new law in order to efficiently fight terrorists. “in asking for these broad new powers, the government made no showing that the previous powers of law enforcement and intelligence agencies to spy on U.S. citizens were insufficient to allow them to investigate and prosecute acts of terrorism […]” The new law “instead of being aimed at terrorism” seems more focused on “nonviolent, domestic crime”. (Electronic Frontier Foundation, 2003)


� Pessimistically some scholar has argued that even if in the short run, “China's filtering remains error-prone and imprecise […] in the long run, those who seek to censor online content hold the most important cards: Not only can they secretly monitor users' behavior, they can search for circumvention systems and implement filtering that daily becomes more sophisticated, threatening, and punitive.” (Ginsberg, 2005)


� There are 11 golden rules (commandments) that guide the users for the appropriate use of the web without incurring in any felony:  1) violates the basic principles of the Chinese constitution. 2) endangers national security, leaks national secrets, seeks to overthrow the government, endangers the unification of the country; 3) destroys the country’s reputation and benefits; 4) arouses national feelings of hatred, racism, and endangers racial unification; 5) violates national policies on religion, promotes the propaganda of sects and superstition; 6) diffuses rumours, endangers public order and creates social uncertainty; 7)	diffuses information that is pornographic, violent, terrorist or linked to gambling; 8) libels or harms people’s reputation, violates people’s legal rights; 9) includes illegal information bounded by law and administrative rules; 10) It is forbidden to encourage illegal gatherings, strikes, etc to create public disorder. 11) It is forbidden to organise activities under illegal social associations or organizations. (Report Without Borders, 2005)


� Roaming without Borders is a technology created by a company called UltraReach Internet whose mission is “providing technologies and service for people to exchange information on Internet freely and safely”, immune to the national Internet censorship in China. (See � HYPERLINK "http://www.ultrareach.com" ��http://www.ultrareach.com�) 


� Launched on March 12, 2002, DynaWeb is a proxy network that fights Internet censorship in China by providing users with full free access to the Internet. DynaWeb functions as an information web portal that changing continuously ip address and escaping the meshes of China’s censorship, allow users to navigate through it to all other web sites. Website: � HYPERLINK "http://www.dit-inc.us" ��http://www.dit-inc.us� 


� “Since the inception of DynaWeb, we have managed to stay ahead of the censorship by China most of the time. 20,000 unique users gained regular unblocked access to the Internet through us.’ (Dong, 2002) 


� Within a month of the launch, MoveOn had gathered 250 thousands signature, “2,000 volunteers that have distributed more than 20,000 paper pages of comments to politicians and directed 30,000 phone calls to district offices” (Brown, 1998) At the beginning of 1999 almost half millions of people had signed the petition. (Clausing, 1999)


� For reason of space I cannot discuss in the details the topic of cyber-squatting in this paper. However, it is briefly worth noting "cyber-squatting" is indeed a very effective way to do political activism online. It is called cyber-squatting when someone, campaigners and web satirists mostly, register the internet domain name of a party or a politician that are still available. Then they start publicizing what politicians usually don't want voters to hear. One of the most famous case of cyber-squatting can be traced back to the late 90s, when Zack Exley, a computer programmer from Boston, registered gwbush.com for just seventy dollars. Soon after Exley started up a website where he published pictures and gossip about George W. Bush that would not easily find their way out in the ten o’clock news. For instance the website had pictures of George W. drinking heavily and snorting cocaine. Commenting on Exley, President Bush called him “a garbage man" and said that "there should be limits to freedom". (Connor, 2004)
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